
	+ Seamless web-based 
integration

	+ 24/7/365 real-time data

	+ Mobile optimized

	+ Enhanced monitoring & 
control functions

KEY FEATURES:

WEB-BASED REMOTE 
MONITORING AND 
ANALYSIS APPLICATION

THE INDUSTRIAL-STRENGTH 
REMOTE MONITORING 
SOLUTION

SEE PROBLEMS BEFORE THEY 	
BECOME PROBLEMS.
Elecsys Connect™ is a powerful software application that gives 
you access to all of your remote monitoring units (RMUs) in one 
easy-to-use application. Viewable on a smart phone, tablet, or 
computer – anywhere you have web access – Elecsys Connect 
keeps you up to date on what’s happening in the field. From 
rectifiers to lift stations, test points and transducers, Elecsys 
Connect gives you the vision to operate more effectively. 

VIEW ASSET 
DATA FROM 
ANYWHERE AT 
ANYTIME.



	+ Access and analyze asset data 
remotely

	+ Configure alarms and reporting 
schedules over the air

	+ GPS function provides exact 
locations

	+ Use on any web-enabled device
	+ Data transfer and filing capabilities 

to make compliance reporting 
easy

	+ Easily view data with graphical or 
tabular display options

KEY BENEFITS

To learn more, please visit us at lindsay.com/elecsys or call 913.647.0158
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SPOT TRENDS, GENERATE REPORTS, MAXIMIZE 
CONTROL TO MINIMIZE RISK. 
With Elecsys Connect, you can:

	+ Set alerts for out-of-the-norm readings
	+ Receive regularly scheduled reports
	+ Select individual RMUs, or group them into zones
	+ Know where your data is coming from with accurate GPS locations for your units
	+ See the most recent information for each remote monitoring unit
	+ Call up historical data in tabs or graphs
	+ Generate reports and quickly analyze data for trends in individual units or 

across an entire site.

SECURE, 24/7 ACCESS TO DATA HELPS YOU 
MAINTAIN COMPLIANCE AND INCREASE 
OPERATIONAL EFFICIENCY.
Encryption: Proven end-to-end security following NIST guidelines

Backups: Daily backups stored in multiple data centers in various locations

Firewall: Active monitoring and authentication of dual data flow

Server/System Access: Protecting data through secure personnel and 
access rights

Reliability: 99.995% uptime monitoring 100,000+ endpoints

Physical/Environmental Safeguards: State-of-the-art facilities protect data


